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***** 1st Change *****
4.x
Enhanced topology of SMF and UPF

4.x.1
General
This clause captures changes to 5GC procedures in other clause of this specification and new procedures to support enhanced topoloty fo SMF and UPF.
4.x.2 
SMF selection

The A-SMF and I-SMF selection function is supported by the AMF and is used to allocate SMF(s) that manages the PDU Session.

For non roaming or LBO roaming case, the AMF selects an A-SMF as described in clause 4.3.2.2.3. If the service area of the selected A-SMF does’t cover the UE location, the AMF selects an I-SMF as described in clause 4.3.2.2.3.2 with UE location information as addtional input to NRF in step 3 as described in clause 5.x.b  TS23.501[2]. 
For home routed roaming case, the AMF selects V-SMF as described in clause 4.3.2.2.3.2 with UE location information as additional input to NRF in step 3. 
4.x.3
Registration procedure
The following impacts are applicable to clause 4.2.2.2 (Registration procedure) when the UE has established PDU Session(s):

-
Step 5: If old AMF holds information about established PDU Session(s), the old AMF includes SMF information. If I-SMF is available for the PDU Session(s), the SMF information includes I-SMF information and A-SMF information. 

-
Step 17: The AMF determines whether I-SMF insertion/change/removal is needed. If the AMF does not have the service area of the SMF(s) received from old AMF, the AMF queries NRF to get service area information of the received SMF(s). The AMF determines whether new I-SMF needs to be selected based on UE location and service area of the received SMF information. It includes the following case: 
a. If the the received SMF information have only A-SMF information for the PDU Session and service area of A-SMF cover the area where the UE camps, new I-SMF selection is not needed, and I-SMF insertion/change/removal is not needed. Or
b. If the received SMF information includes both I-SMF information and A-SMF information, and service area of old I-SMF covers the area where the UE camps, the old I-SMF can be reused. Or
c. If the received SMF information includes both I-SMF information and A-SMF information, and the UE moves into the service area of A-SMF, the I-SMF removal process is triggered. Or

d. If the received SMF information includes only A-SMF information, and the service area of A-SMF does not cover the area where the UE camps, the AMF selects a new I-SMF. The I-SMF insertion process is triggered. Or 
e. If the received SMF information includes both I-SMF and A-SMF information, and the service area of  A-SMF and old I-SMF does not cover the area where the UE camps, the AMF selects a new I-SMF. The change of I-SMF process is triggered.  

For case a), no additional change to step 17 of clause 4.2.2.2.2 is needed for the PDU Session. 

For case b), the SMF in step 17 of clause 4.2.2.2.2 is changed to I-SMF, and in addition, the reference clause 4.2.3.2 is changed to clause 4.x.4.2.
For case c), d), and e), the AMF invokes Nsmf_PDUSession_CreateSMContext (resource URI of the PDU Session SM Context) towards the new I-SMF in case of I-SMF insertion or change, or towards A-SMF in case of I-SMF removal. Steps from step 4 onwords as described in clause 4.x.4.3 are executed.  
4.x.4
Service Request procedures

4.x.4.1
General
The following two scenarios are considered:
· The I-SMF is available for the PDU Session and I-SMF is not changed or removed during the service request procedure. The procedure to support this scenario is described in clause 4.x.4.2.

· The I-SMF is inserted, changed or removed during service request procedure. The procedure to support this scenario is described in clause 4.x.4.3.
When the AMF receives the service request message, for each PDU Session to be activated based on the service area information of SMF and the location where the UE camped the AMF determines which procedure is used. 
4.x.4.2
UE Triggered Service Request without I-SMF change/removal
When both I-SMF and A-SMF are available for a PDU session and  no I-SMF change or removal is needed during the service request procedure, the procedure in this clause is used. Comparing to the procedure 4.2.3.2, the SMF is replaced with the I-SMF and the impacted UPF(s) are UPFs that are controlled by I-SMF. Difference are captured below:
· Step 5a, the I-SMF notify the Access type and UE location inforamton to A-SMF. The A-SMF notify the  Access Type information to PCF and get the updated policy.
· Step 6a~6b, these steps are not needed as the CN Tunnel Info of UPF (PSA) allocated for N9 is available at the I-SMF when the I-SMF is inserted.
· Step 7a, the A-SMF provide the DL Tunnel Info of new intermediate UPF received from I-SMF to UPF(PSA). 
· Step 10, this step does not apply as in this scenario the I-UPF is always needed.

· Step 16, the A-SMF get the UE location information from I-SMF at step 5a. The A-SMF notify the UE location information to PCF and get the updated policy. 
· Step 18a~18b, these steps do not apply as in this scenario the I-UPF is always needed. 

· Step 21a, this step does not apply as in this scenario the I-UPF is always needed. 

4.x.4.3
UE Triggered Service Request with I-SMF insertion/change/removal
When I-SMF is to be inserted, changed or removed, the procedure in this clause is used. It includes the following case:
-
The UE moves from A-SMF service area to new I-SMF service area, an new I-SMF is inserted (i.e. I-SMF insertion); or

-
The UE moves from old I-SMF service area to new I-SMF service area, the I-SMF is changed (i.e. I-SMF change); or

-
The UE moves from old I-SMF service area to A-SMF service area, the old I-SMF is removed (i.e. I-SMF removal).

If the service request is triggered by network due to downlink data and a new I-UPF is selected, forwarding tunnel is established between the old I-UPF(if the old I-UPF is different from PSA) and the new I-UPF to forward buffered data. 

For Home Routed Roaming case, the I-SMF and I-UPF are located in Visted PLMN, while the A-SMF and A-UPF are located in Home PLMN.
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Figure 4.x.4.3-1: UE Triggered Service Request procedure with I-SMF insertion/change/removal
1.
Same as the Step 1~3  defined clause 4.2.3.2 in TS 23.502 [2]. 
2.
The AMF determines whether new I-SMF needs to be selected based on UE location and service area of the SMF, if new I-SMF needs to be selected, the AMF selects a new I-SMF as described in clause 4.x.2.  
Case: I-SMF insertion,  or I-SMF change,  step 3~9 are skipped for I-SMF removal case.
3.
In case AMF has selected a new I-SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (PDU Session ID, resource URI of the PDU Session SM Context, UE location info, Access Type, RAT Type, Operation Type) to the new I-SMF. The resource URI of the PDU Session SM Context points to the old I-SMF in case of I-SMF change or to A-SMF in case of I-SMF insertion.

The AMF set the Operation Type to "UP activate" to indicate establishment of  N3 tunnel User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.
4a.
The new I-SMF retrieves SM Context from the old I-SMF (in case I-SMF change) or A-SMF (in case I-SMF insertion) by invoking Nsmf_PDUSession_Context Request (SM context type). The new I-SMF uses resource URI of the PDU Session SM Context received from AMF for this service operation. SM context type indicates that the requested SM context is 5G SM context.
4b.
The old I-SMF in case of I-SMF change or A-SMF in case of I-SMF insertion responds with the SM context of the indicated PDU Session. 
If the service request is triggered by downlink data , the old I-SMF or A-SMF includes a forwarding indication in the response to indicate that a forwarding tunnel is needed for sending buffered downlink packets . For I-SMF insertion, if I-UPF controlled by A-SMF was available for the PDU Session, the A-SMF includes a forwarding indication.
5.
The new I-SMF selects a new I-UPF: Based on the received SM context, e.g. S-NSSAI, and UE location information, the new I-SMF selects a new I-UPF as described in clause 6.3.3 of TS 23.501 [2].
6.
The new I-SMF initiates a N4 Session Establishment to the new I-UPF. In case tunnel endpoint is allocated by the new I-UPF, the new I-UPF provide tunnel endpoints to the new I-SMF, otherwise the new I-SMF allocates the tunnel endpoints and provides them to the new I-UPF. 
If forwarding indication was received, the new I-SMF also allocates the tunnel endpoints for transferring the buffered DL data from the old I-UPF, or request the new I-UPF to allocate them.
7a.  If the tunnel endpoints for the buffered DL data were allocated, the new I-SMF invokes  Nsmf_PDUSession_UpdateSMCotnext Request (tunnel endpoints for buffered DL data) to the old I-SMF in case of I-SMF change,  or A-SMF in case of I-SMF insertion,  in order to establish the forwarding tunnel. The new I-SMF uses the resource URI of the PDU Session SM Context received from AMF for this service operation. 

7b.
The old I-SMF in case of I-SMF change, or A-SMF in case of I-SMF insertion initiates a N4 session modification to the old I-UPF to send the tunnel endpoints for buffered DL data to the old I-UPF. After this step, the old I-UPF start to send buffered DL data to the new I-UPF.

7c.
The old I-SMF in case of I-SMF change, or A-SMF in case of I-SMF insertion responds the new I-SMF with Nsmf_PDUSession_UpdateSMContext response.

8a.
In case of I-SMF change, the new I-SMF invokes Nsmf_PDUSession_Update Request (new I-UPF DL tunnel information, new I-SMF PDU Session URI, Access Type, RAT Type) towards the A-SMF. The new I-SMF uses the resource URI of the PDU Session received in SM context from old I-SMF for this service operation. 

In case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, new I-SMF PDU Session URI, Access Type, RAT type) towards the A-SMF. 

The new I-SMF PDU Session URI is the URI that will be used by the A-SMF for further PDU Session operation, e.g. to notify the new I-SMF of PDU session release. If the old I-SMF PDU Session URI exists (i.e. in case of I-SMF change),  the A-SMF shall replace the old I-SMF PDU Session URI with the new I-SMF PDU Session URI.

8b.
The A-SMF initiates N4 Session Modification toward the PDU Session Anchor UPF, providing the new I-UPF DL tunnel information. The PSA begins to send the DL data to the new I-UPF as indicated in the new I-UPF DL tunnel information.

8c.
The A-SMF responds to the new I-SMF with Nsmf_PDUSession_Update Response (in case of I-SMF change) or Nsmf_PDUSession_Create Response (in case of I-SMF insertion). 
9.
The new I-SMF sends a Nsmf_PDUSession_CreateSMContext Response (N2 SM information (PDU Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI, User Plane Security Enforcement, UE Integrity Protection Maximum Data Rate), N1 SM Container, Cause)) to the AMF. The CN N3 Tunnel Info is the UL Tunnel Info of the new I-UPF.

If the PDU Session has been assigned any EPS bearer ID, the new I-SMF also includes the mapping between EPS bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.

Case: I-SMF removal: step 10 to 16 are skipped for I-SMF insertion or I-SMF change case.
10.
If the UE has moved from service area of old I-SMF into the service area of A-SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (PDU Session ID, resource URI of the PDU Session SM Context, UE location info, Access Type, RAT Type) to the A-SMF. The resource URI of the PDU Session SM Context points to the old I-SMF. 
If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.

The AMF set the Operation Type to "UP activate" to indicate establishment of User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
11a. The A-SMF retrieves SM Context from the  I-SMF by invoking Nsmf_PDUSession_Context Request (SM context type). The A-SMF uses resource URI of the PDU Session SM Context received from AMF for this service operation. SM context type indicates that the requested SM context is 5G SM context.

11b. The old I-SMF responds with the SM context of the indicated PDU Session. If the service request is triggered by downlink data (i.e. the old I-SMF received downlink data notification from old I-UPF), the old I-SMF includes a forwarding indication in the response to indicate that a forwarding tunnel is needed for sending buffered downlink packets from old I-UPF to new I-UPF or PSA (in case new I-UPF is not selected).
12.
The A-SMF may select a new I-UPF: If the A-SMF determines that the service area of the PSA does not cover the UE location, the A-SMF selects a new I-UPF based on S-NSSAI, and UE location information as described in clause 6.3.3 of TS 23.501 [2].

13.
If a new I-UPF is selected by A-SMF, the A-SMF initiates a N4 Session Establishment to the new I-UPF. In case tunnel endpoint is allocated by the new I-UPF, the new I-UPF provide tunnel endpoints to the A-SMF, otherwise the A-SMF allocates the tunnel endpoints and provides them to the new I-UPF. If forwarding indication was received, the A-SMF also allocate the tunnel endpoints for the buffered DL data from the old I-UPF, or request the new I-UPF to allocate them.


If the new I-UPF is not selected, i.e. the PSA can serve the UE location, the A-SMF may initiate N4 Session Modification to the PSA to allocate UL N3 tunnel endpoints Info of PSA. The A-SMF provides the UL N3 tunnel endpoints Info to PSA in case tunnel endpoint is allocated by the SMF, otherwise, the PSA provides the UL N3 tunnel endpoints to A-SMF. If the forwarding indication was received, the A-SMF allocates the tunnel endpoints for the buffered DL data from the old I-UPF, or request the PSA to allocate them.

14a.  If the tunnel endpoints for the buffered DL data were allocated, the A-SMF invokes  Nsmf_PDUSession_UpdateSMCotnext Request (tunnel endpoints for buffered DL data) to the old I-SMF in order to establish the forwarding tunnel. The A-SMF uses the resource URI of the PDU Session SM Context received from AMF for this service operation. 

14b. The old I-SMF initiates a N4 session modification to the old I-UPF and sends the tunnel endpoints for buffered DL data to the old I-UPF. After this step, the old I-UPF start to send buffered DL data to the new I-UPF or PSA in case new I-UPF is not selected.

14c.
The old I-SMF responds the A-SMF with Nsmf_PDUSession_UpdateSMContext response.

15.
If a new I-UPF was selected by A-SMF, the A-SMF initiates N4 Session Modification toward the PDU Session Anchor UPF, providing the new I-UPF DL tunnel information. The PSA begins to send the DL data to the new I-UPF as indicated in the new I-UPF DL tunnel information.

16.
The A-SMF sends a Nsmf_PDUSession_CreateSMContext Response  (N2 SM information (PDU Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI), N1 SM Container, Cause)) to the AMF. The CN N3 Tunnel Info is the UL Tunnel Info of the new I-UPF.

If the PDU Session has been assigned any EPS bearer ID, the A-SMF also includes the mapping between EPS bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.

17. These steps are same as Steps 12 to 14 in clause 4.2.3.2. After step 16, the Uplink data is transferred from (R)AN via new I-UPF (if exists) to PSA. If procedure in clause 4.2.3 is triggered together with this procedure, this step can be executed together with the corresponding steps in clause 4.2.3.
Case: I-SMF insertion or I-SMF change: step 18 to 21 are skipped for I-SMF removal case
18.
The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT type, Access type) to the new I-SMF.
If the AMF received N2 SM information (one or multiple) in step 18, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID. 
19.
The new I-SMF updates the new I-UPF with the AN Tunnel Info and List of accepted QFI(s). Downlink data is now forwarded from new I-UPF to UE.
20a.
The new I-SMF invokes Nsmf_PDUSession_Update request (RAT type, Access type) to A-SMF. The A-SMF updates associated access of the PDU Session.
20b.
If dynamic PCC is deployed, A-SMF may initiate notification about new location information to the PCF (if subscribed) by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.

20c.
The A-SMF responds with Nsmf_PDUSession_Update Response.

21.
The new I-SMF sends an Nsmf_PDUSession_UpdateSMContext Response to AMF.

Case: I-SMF removal: step 22 to 25 are skipped for I-SMF insertion or I-SMF change case
22.
The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT Type, Access Type) to the A-SMF. The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
If the AMF received N2 SM information (one or multiple) in step 18, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID.

23.
If dynamic PCC is deployed, A-SMF may initiate notification about new location information to the PCF (if subscribed) by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.

24.
If the new I-UPF was selected by the A-SMF, the A-SMF updates the new I-UPF with the AN Tunnel Info and List of accepted QFI(s), otherwise, the A-SMF updates the PSA with the AN Tunnel Info and List of accepted QFI(s).
25.
The A-SMF sends an Nsmf_PDUSession_UpdateSMContext Response to AMF.

Editor’s Note: The resource release in source I-SMF and source I-UPF is FFS.

4.x.4.4
Network Triggered Service Request

For network triggered service request procedure, if the procedure is triggered by downlink packet, the procedure in clause 4.2.3.3 are impacted as following:
· if the I-SMF is avaible for the PDU Session, the procedure is triggered by I-SMF. Correspondingly, the SMF is I-SMF. 
· Step 4a:
· If I-SMF is not available for the PDU Session and no I-SMF insertion is needed, no additional change is needed.
· If I-SMF is available for the PDU Session and no I-SMF change or removal is needed, steps 12 to 22 in clause 4.x.4.2 is performed.
· If I-SMF will be inserted, changed or removed, steps 2 to 25 in clause 4.x.4.3 is performed . 
· Step 6: If the UE is in CM-IDLE state in 3GPP access, upon reception of paging request for a PDU Session associated to 3GPP access: 
· If I-SMF is not available for the PDU Session and no I-SMF insertion is needed, no additional change is needed.

· If I-SMF is available for the PDU Session and no I-SMF change or removal is needed, UE Triggered Service Request procedure as defined in clause 4.x.4.2 is performed.

· If I-SMF will be inserted, changed or removed, UE Triggered Service Request procedure as defined in clause 4.x.4.3 is performed.
4.x.5
PDU Session establishment procedure

For non roaming or LBO roaming, it includes the following case:
· If the service area of the selected A-SMF covers the location where the UE camps, the UE requested PDU Session Establishment as described in clause 4.3.2.2.1. 

· If the service area of the selected A-SMF does not cover the location where the UE camps, the AMF selects an I-SMF that serves the area where UE camps. The UE requested PDU Session Establishment procedure for Home-routed Roaming as defined in clause 4.3.2.2.2 is used to esbalish the PDU Session. Different comparing to procedure defined in clause 4.3.2.2.2, the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by A-SMF and A-UPF respectively. 
For Home-Routed roaming case, the UE requested PDU Session Establishment procedure for Home-routed Roaming in clause 4.3.2.2.2 can be reused without change. 
***** 2nd Change *****
5.2.8.1
General

The following table shows the SMF Services and SMF Service Operations.

Table 5.2.8.1-1: NF services provided by the SMF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nsmf_PDUSession
	Create
	Request/Response
	V-SMF/I-SMF

	
	Update
	Request/Response
	V-SMF/I-SMF, H-SMF

	
	Release
	Request/Response
	V-SMF/I-SMF

	
	CreateSMContext
	Request/Response
	AMF

	
	UpdateSMContext
	Request/Response
	AMF

	
	ReleaseSMContext
	Request/Response
	AMF

	
	SMContextStatusNotify
	Subscribe/Notify
	AMF

	
	StatusNotify
	Subscribe/Notify
	V-SMF/I-SMF

	
	Context
	Request/Response
	AMF, I-SMF

	Nsmf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, AMF

	
	Unsubscribe
	
	NEF, AMF

	
	Notify
	
	NEF, AMF


***** 3rd Change *****
5.2.8.2.10
Nsmf_PDUSession_ContextRequest service operation

Service operation name: Nsmf_PDUSession_ContextRequest.

Description: This service operation is used by the NF Consumer to request for SM Context (e.g. during EPS IWK, HO, or during mobility procedure with I-SMF changes).

Input, Required: SUPI, SM context type.
Input, Optional: Target MME Capability, PDU Session ID (include PDU Session ID when available).
Output, Required: SM Context Container.
Output, Optional: None.
The SM context type indicates the type of SM context, e.g. PDN connection context or 5G SM context.
***** 4th Change *****
5.2.8.2.6
Nsmf_PDUSession_UpdateSMContext service operation

Service operation name: Nsmf_PDUSession_UpdateSMContext.
Description: It allows to update the AMF-SMF association to support a PDU Session and/or to provide SMF with N1/N2 SM information received from the UE or from the AN, or allows to establish forwarding tunnel between UPFs controlled by different SMFs (e.g. by UPF controlled by old I-SMF and UPF controlled by new I-SMF).

Input, Required: SUPI.
Input, Optional: PDU Session ID, N1 SM container received from the UE, N2 SM information received from the AN (e.g. N3 addressing information, notification indicating that the QoS targets cannot be fulfilled for a QFI, Secondary RAT Usage Data), Operation Type (e.g. UP activate, UP deactivate, UP To Be Switched), Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding during HO from 5GS to EPS, UE location information, AN type, UE Time Zone, H-SMF identifier/address, EBI(s) to be revoked, PDU Session(s) to be re-activated, Direct Forwarding Flag, ARP list, S-NSSAI, Data Forwarding Tunnel (setup/release), UE presence in LADN service area, Target ID, Target AMF ID, GUAMI, backup AMF(s) (if NF Type is AMF), Indication of Access Type can be changed. Backup AMF(s) sent only once by the AMF to the SMF in its first interaction with the SMF. Release indication and release cause, forwarding tunnel information.
Output, Required: Result Indication.
Output, Optional: PDU Session ID, Cause, released EBI list, allocated EBI information, N2 SM information (e.g. QFI, UE location information, notification indication indicating that the QoS targets cannot be fulfilled), N1 SM container to be transferred to the AN/UE, type of N2 SM information.

See clause 4.3.3.2 and clause 4.3.3.3 for an example usage of this service operation.
See clause 4.9.1.2.2 for the usage of the "UP To Be Switched" Operation Type.

For the use of the "EBI(s) to be revoked" information, see clause 4.11.1.4.1.
For the use of the "Direct Forwarding Flag", see clause 4.11.1.2.2.2.

For the use of the "Indication of Access Type can be changed", see clause 4.2.3.2.

For the use of "release indication and release cause", see clause 4.3.4.2.
For the use of the “forwarding tunnel information”, see clause 4.x.4.3.
If the consumer NF is AMF and the SMF determines that some EBIs are not needed, the SMF will put the EBIs back in the released EBI list.
If the consumer NF is AMF and Inter-system mobility happens, the SMF sends allocated EBI information to AMF.
If the ARP of Qos flow is changed, the SMF uses this operation to update EBI-ARP information in the AMF.

If the NF consumer is AMF and AMF has PDU Session ID information, the PDU Session ID is mandatory for Input parameters. If the AMF does not have PDU Session ID, the PDU Session ID is not required for Input, and is required for Output.
If consumer NF is AMF and SMF includes N2 SM information in the Output, the SMF indicates type of N2 SM information.

NOTE:
The N2 SM information is not interpreted by the AMF.
***** End of Changes *****
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